
 

 
INFORMATION SECURITY MANAGEMENT SYSTEM POLICY 

 

1. PURPOSE 

To protect the information assets of NUH ÇİMENTO against all internal, external, intentional, 

or accidental threats in the course of ensuring the continuity of basic and supportive business 

activities. 

2. SCOPE 

This policy is implemented by Nuh Çimento Sanayi A.Ş. includes information assets. Applied 

by employees in all locations, suppliers/contractors inside and outside the location. 

    3.  APPLICATION 

Information Assests; 

• It protects against any unauthorized access, 

• It provides privacy, 

• It keeps its integrity, 

• It provides information accessibility to the stored Business processes, 

• Legal and regulatory requirements, provisions in contracts with third parties (business 

partners, customers, suppliers) are constantly monitored and met, 

• Information Security Awareness Trainings are given to all employees, 

• It provides information accessibility to the stored Business processes, 

• It provides the continuity and development of the Information Security Management 

System within the organization. 

• NUH ÇİMENTO Inc. is a mandatory document for suppliers, service providers, external 

sources, and all personnel in cooperation with 

            Best regards. 

 

Halim TEKKEŞIN 

General Manager 

 


